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MultiFactor SecureAuth for Remote access enables enterprises to 
become PCI compliant via strong authentication of their remote access 
users. 

IRVINE, CA—March 13, 2009—MultiFactor Corporation, an innovator 
in2 factor authentication, web application security and VPN 
Authentication solutions today announced the availability of 
SecureAuth 4.9.5 for VPN Authentication, a secure access solution 
addressing specific PCI compliance requirements for large enterprises. 

The PCI Data Security Standard (DSS) requires execution of various 
disciplines representing security standards, requirements for security 
management, policies, procedures, network architecture, software 
design and other critical protective measures for maintaining 
consistent data security on a global basis. PCI DSS requirement 8 and 
8.5 state that users with computer access should be granted unique 
IDs and be authenticated accordingly. SecureAuth executes beyond 
the mandates of both requirements and addresses the concerns 
surrounding enterprise authentication for remote access users. 

In conjunction with major VPN platforms, including Cisco ASA and 
Juniper SSLVPNs, MultiFactor SecureAuth is able to deliver a secure 
credential, mapped directly to the individual user. SecureAuth utilizes 



the enterprise’s already existing data store shared by the Juniper or 
Cisco network appliance; eliminating the need to create or replicate an 
additional data store. 

“PCI DSS has specific requirements concerning remote access to 
controlled systems. The guidelines specifically make reference to the 
authentication mechanisms that SecureAuth utilizes to protect the 
resources that require PCI compliance.” says Craig Lund, CEO of 
MultiFactor Corporation. “In addition, multi-factor SecureAuth complies 
with all the administrative and logging provisions that PCI requires.” 

SecureAuth, secure in administration, access, and logging; all of which 
are PCI DSS requirements, is ideal for financial and commercial 
enterprises looking to meet these guidelines with a secure, cost-
effective solution. SecureAuth is advantageous to the enterprise, in 
that it is a self-contained dual factor authentication solution, providing 
user authentication, administration, and logging on the same 
appliance. The SecureAuth solution is a one-stop solution for 
enterprises seeking to meet PCI guidelines. For more information, 
please visit http://www.multifa.com.  

About MultiFactor Corporation  
MultiFactor Corporation is pioneering the delivery of the strongest, 
proven 2-factor authentication, web application security, IPSec and 
SSL VPN security methodologies in an easy-to-deploy, low-
maintenance product called SecureAuth™. This tokenless, browser-
based authentication solution generates and validates client- and 
server- side certificates without PKI. SecureAuth represents the 
evolution of a technology that, for more than two decades, has 
remained the de facto standard for identity and access management 
technology. More secure than hardware or software tokens, 
SecureAuth is inexpensive to acquire, deploy and manage. MultiFactor 
Corporation’s innovation and its development of real-world security 
solutions draws from a diversified team of cryptographers, network 
and Web application specialists and certified security engineers. 
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